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BRIEFINGNOTE 

 

Cyberspace Administration of China (CAC) published the Filing Guidelines for the Standard Contract for 

Export of Personal Information (First Edition) ("Guidelines") on 30 May 2023. 

According to the Guidelines, the filing of the Standard Contract for Export of Personal Information ("SCC 

Filing") should be made within 10 working days from the effective date of the SCC. Upon submission, CAC 

(via its branches at provincial level) will check the documents and notify the applicant whether it has passed 

the SCC Filing or not, which makes the SCC Filing more of an approval instead of a filing. If the applicant 

passes the SCC Filing, a filing number will be allocated by CAC. If the applicant fails the SCC Filing and is 

required to provide further documentation, it needs to make a supplemental application within 10 working 

days.  

Except for the executed SCC and the Personal Information Protection Impact Assessment (PIPIA) report, the 

applicant needs to file the following documents:- 

(a) A photocopy of its unified social credit code certificate; 

(b) A photocopy of the identity document of its legal representative; 
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(c) A photocopy of the identity document of the employee handling the filing application ("Handler");  

(d) Original power of attorney granted to the Handler (standard form); 

(e) Original commitment letter issued by the applicant (standard form). 

The PIPIA report submitted for SCC Filing should be prepared within 3 months prior to the submission date 

and, once the PIPIA report has been issued, no material change can be made to the applicant’s personal 

information export practice. The Guidelines also include a PIPIA report template (please refer to the Appendix 

for the full text), which sets out the structure and contents of a PIPIA report. We expect that CAC will require 

the applicant to follow the PIPIA report template strictly.  

The SCC Filing can be amended during the term of the SCC and, if so, a supplemental submission should also 

be made. If a new of SCC is entered into, a fresh filing shall be made with CAC. CAC will review a 

supplemental submission or a fresh filing within 15 working days of receipt? The following scenarios will 

trigger amendment to the SCC and update of the PIPIA report (and therefore, a supplemental submission or 

a fresh SCC Filing), 

(a) any change to the purpose, scope, category, sensitivity or method of the export of personal information, 

or the location of storage of the personal information, or the purpose or method of handling of personal 

information by the overseas recipient, or there is an extension of the period for the overseas storage of 

personal information; 

(b) any change to the laws, regulations or policies for personal information protection in the country or 

region where the overseas recipient is located which may have impact on the rights and interests in the 

personal information; 

(c) any other scenarios where the rights and interests in the personal information could be affected.  

Although the Guidelines have been released, there are still various issues related to the SCC Filing that have 

not been answered, for example, whether the SCC could be entered by multiple entities collectively as one 

party, and whether the PIPIA report needs to be prepared for each entity of a group company. For a data 

exporter to proceed with an SCC Filing, a case by case consultation with CAC will still be necessary.  

We do note that certain local CACs are publishing their own version of guidelines, to further clarify certain 

issues related to the SCC Filing. For example, in the guidelines issued by the Beijing branch of CAC, it is 

required that the applicant shall be a PRC entity executing the SCC and be a legal person (instead of a 

branch which does not constitute a legal person under PRC law), and where there are several legal persons 

under the same group company, the SCC Filing is allowed to be carried out by the group.  
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Appendix   PIPIA report template  

 

 

 

Personal Information Protection Impact Assessment Report (Template) 

(For Export of Personal Information) 

 

 

 

 

 

 

 

Name of the Personal Information Handler: (company chop affixed) 

[day/month/year] 
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1. General description of the assessment 

Describe the implementation of the assessment, including but not limited to the date of commencement 

and date of completion, the organising of the assessment and the process and method of 

implementation. Where there is any third-party institution involved in the assessment, also describe the 

basic information of the third-party institution and its involvement in the assessment. The official seal of 

the third-party institution should be affixed on the relevant page of this report. 

 

2. Overall introduction of personal information export 

Elaborate the basic information of the personal information Handler, the business and information 

system relevant to personal information export, the personal information to be exported, the capacity of 

the personal information handler to protect personal information, information of the overseas recipient, 

whether the personal information will be provided to any third party, how to ensure the implementation 

of the standard contractual clauses, etc., which shall include, without limitation: 

 

(a) Basic information of the personal information Handler 

(i) Basic information of the entity or the individual; 

(ii) Shareholding structure and information of the actual controller; 

(iii) Organisational structure; 

(iv) Information of the personal information protection institution/department; 

(v) Description of the overall business and the personal information; 

(vi) Domestic and overseas investment. 

(b) Information of the business and information system relevant to personal information export 

(i) Basic information of the business relevant to personal information export; 

(ii) Description of the collection and use of personal information by the business relevant to 

personal information export; 

(iii) Description of the information system for the business relevant to personal information export; 

(iv) Information about the data center (including cloud services) in respect of personal information 

export; 

(v) Information related to the network path and links for the personal information export. 

(c) Information regarding the personal information to be exported 

(i) Elaborate the purpose, scope and method of the handling of personal information by the 

personal information handler and the overseas recipient, and the legality, legitimacy and 

necessity of the same; 

(ii) Elaborate the scale, scope, category and sensitivity of the Personal information to be exported, 

describe the handling of Sensitive Personal information and the use of Personal information for 

automatic decision-making; 
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(iii) Set out the domestic system platform and data center where the personal information to be 

exported is currently stored, and the overseas system platform and data center where the said 

Personal information will be stored after being exported; 

(iv) Description of any onward transfer after the export of Personal information. 

(d) Capacity of the personal information handler to protect personal information 

(i) The personal information safety management capacity, including the formation of the 

management and organisation regime and the formulation of rules, management of the whole 

process, emergency response, the rules for the protection of the rights and interests in the 

personal information and other rules and their implementation; 

(ii) The personal information safety technology capacity, including the security technical measures 

being taken in the whole process of handling (collection, storage, use, processing, transmission, 

provision, disclosure, deletion, etc.) of personal information; 

(iii) Proof on the effectiveness of the personal information protection measures, e.g., certification of 

personal information protection, compliance audit of personal information protection, network 

security level protection assessment, etc.; 

(iv) Information about compliance with the relevant laws and regulations on the protection of 

personal information. 

(e) Information of the overseas recipient 

(i) Basic information of the overseas recipient; 

(ii) Purpose and method of the handling of personal information by the overseas recipient; 

(iii) Capacity of the overseas recipient to protect personal information; 

(iv) Policies and regulations on the protection of personal information in the country or region where 

the overseas recipient is located; 

(v) Description of the whole process of handling of personal information by the overseas recipient. 

(vi) Other information that the personal information handler considers necessary to provide. 

 

3. Impact assessment of the proposed export of personal information 

Elaborate the impact assessment in respect of each of the following matters, highlighting the issues and 

potential risks identified in the assessment as well as the corresponding rectification measures being 

taken and the effect of the rectification. 

 

(a) The legality, legitimacy and necessity of the purpose, scope and method of the handling of personal 

information by the personal information handler and the overseas recipient; 

(b) The scale, scope, category and sensitivity of the personal information to be exported, and the risks 

to the rights and interests in the Personal information that may be caused by the export of personal 

information; 
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(c) The obligations to be undertaken by the overseas recipient, and whether the management and 

technical measures and capabilities to perform the obligations can guarantee the security of the 

personal information to be exported; 

(d) The risk of the personal information being tampered with, destroyed, leaked, lost, illegally used, etc. 

after being exported, and whether the channels to safeguard the rights and interests in the personal 

information are unhindered; 

(e) The impact of the personal information protection policies and regulations in the country or region 

where the overseas recipient is located on the performance of the standard contract; 

(f) Other matters which may affect the security of the personal information export. 

4. Conclusion of the impact assessment of personal information export 

Make an objective conclusion on the impact assessment of the personal information export based the 

above impact assessment and the corresponding rectification, and elaborate the reasons and arguments 

for the conclusion being made. 
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Zoe Zhou 
Managing Partner – Wei Tu Law Firm* 

T: +86 20 83880590 - 6022 
E: zoe.zhou@shlegalworld.com 

Geting Lin 
Associate – Wei Tu Law Firm* 

T: +86 20 83880590 - 6043 
E: geting.lin@shlegalworld.com 

 

   

    

 

 

 

 

 

 

 

 

 

 

*Stephenson Harwood and Wei Tu Law Firm entered into an association under the name “Stephenson Harwood – Wei Tu (China)” with the 

approval of Guangdong Department of Justice. The association allows us to offer a ‘one stop service’ for Hong Kong, English and PRC law 

advice, with Wei Tu providing the PRC law advice and services. 

 

© Stephenson Harwood LLP 2023. Any reference to Stephenson Harwood in this document means Stephenson Harwood LLP and its affiliated 
undertakings. The term partner is used to refer to a member of Stephenson Harwood LLP or a partner, employee or consultant with 

equivalent standing and qualifications or an individual with equivalent status in one of Stephenson Harwood LLP’s affiliated undertakings.  

 

Full details of Stephenson Harwood LLP and its affiliated undertakings can be found at www.shlegal.com/legal-notices.  
 

Information contained in this briefing is current as at the date of first publication and is for general information only. It is not intended to 

provide legal advice.  

 
Unless you have consented to receiving marketing messages in relation to services of interest to you in your personal capacity, the services 

marketed in this message are offered only to the business for which you work. 
 

1 Stephenson Harwood is a law firm of over 1300 people worldwide, including 190 partners. Our people are 

committed to achieving the goals of our clients – listed and private companies, institutions and individuals. 

2 We assemble teams of bright thinkers to match our clients' needs and give the right advice from the right 

person at the right time. Dedicating the highest calibre of legal talent to overcome the most complex issues, 

we deliver pragmatic, expert advice that is set squarely in the real world.   

Our headquarters are in London, with eight offices across Asia, Europe and the Middle East. In addition, we 

have forged close ties with other high quality law firms. This diverse mix of expertise and culture results in a 

combination of deep local insight and the capability to provide a seamless international service.  
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